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721—22.200(52) Security.

22.200(1) At least one tabulating device shall be provided at each precinct polling place for an
election. If the tabulating device is delivered to the polling place before election day, it shall be secured
against tampering or kept in a locked room.

22.200(2) The maintenance key or keys used to gain access to the internal parts of the tabulating
device shall be kept in a secure place and in a secure manner, in the custody of the commissioner. On
election day, the key used to obtain the paper printout shall be kept by the chairperson of the precinct
election officials in a secure manner. Small electronic devices, such as memory cards, cartridges or other
data storage devices used to activate tabulation equipment or to store election information, shall be in
the custody of the precinct chairperson when the devices are not installed on the voting equipment.

22.200(3) If a password is needed for precinct election officials to have routine access to
the tabulating device during election day, the password shall be changed for every election. The
commissioner shall restrict access to the password in the written security policy.



